PCI  Payment Card Industry Training and Certification
You will find all the information you need on this site to become PCI certified for USF. PCI certification is required for all employees that handle credit card payment transactions at USF.

There are several criteria that USF must pass each year to stay certified with the payment card industry and our bank.

· Server Scanning: all server hardware directly related to credit card processing must be scanned by a certified scanning co9mpany for possible unauthorized access.

· Technical Compliance: all PCs that have direct access to these servers must be up-to-date on all security patches.

· Self-Assessment Questionaire: USF must complete a self-assessment questionnaire on all requirements for PCI compliance.

· Employee Training: all employees directly related to the collection of credit cards must have access to training material on PCI compliance and must pass an online quiz related to the requirements of PCI certification

Prior to completing the online quiz, please review Chapters 1 through 5 on this web site.

The information in these guides is current as of the date of publishing. However, card acceptance, processing, and chargeback procedures are subject to change due to the ever changing demands of the Payment Card Industry. These guides contain information based on the current University of South Florida procedure and PCI Security Standards Council Operating Regulations. If there are any technical differences between the PCI Operating Regulations and these guides, the PCI Operating Regulations will prevail in every instance. The USF merchant agreement and the PCI Operating regulations take precedence over these guides or any updates to its information. For further information about the rules or practices covered in these guides, contact Cherie Carson, General Accounting Manager, University Controller’s Office at carsonc@usf.edu or 813.974.7686.

